Na temelju €l. 35. Statuta Instituta za jadranske kulture i melioraciju kr3a, Opée uredbe o zastiti
podataka, EC 2016/679, Zakona o provedbi Opce uredbe o zastiti podataka (NN 42/18) i ¢&1. 43.
Zakona o zastiti na radu (NN 71/14, 118/14, 154/14, 94/18, 96/18), a nakon savjetovanja sa
sindikalnim povjerenikom, ravnateljica Instituta dana 22.01.2026. god., donijela je sljedeci

PRAVILNIK
O VIDEONADZORU

Voditelj obrade podataka i svrha uspostave

Clanak 1.

Sustav videonadzora u smislu odredbi ovog Pravilnika odnosi se na prikupljanje i daljnju
obradu osobnih podataka putem videonadzora uspostavljenog kod voditelja obrade
Institut za jadranske kulture i melioraciju krsa, Split (dalje u tekstu: Voditelj obrade), a
koristi se u svrhu zastite osoba i imovine, odnosno evidentiranja ulazaka u zgradu
poslovne prostore i pokusne objekte Voditelja obrade:

e zbog smanjenja izloZenosti radnika i ostalih osoba riziku od razbojstva, provala,
nasilja, krada i sli¢nih dogadaja na radu ili u svezi s radom

o radi zatite i sigurnosti radnika i ostalih osoba koje se nadu u poslovnom prostoru
voditelja obrade

e kako bi se sprijecile protupravne radnje usmjerene na imovinu voditelja obrade

e kako bi se sprijecilo ostecivanje imovine voditelja obrade ili po potrebi utvrdile
okolnosti nastanka Stete
e zbog osiguranja dokaza u parni¢nom, prekrsajnom ili kaznenom postupku

Pravna osnova za obradu osobnih podataka putem videonadzora
Clanak 2.

Pravna osnova za obradu osobnih podataka putem sustava videonadzora je legitimni
interes voditelja obrade koji se dokazuje provedbom testa ravnoteZe interesa voditelja
obrade i interesa te prava i sloboda ispitanika.

Koristenje sustava videonadzora uskladeno je s pozitivnim zakonodavnim okvirom koji
ukljucuje Opéu uredbu o zastiti podataka, Zakon o provedbi Opée uredbe o zastiti podataka i
Zakon o zastiti na radu.



Odrzavanje i zaStita sustava videonadzora

Clanak 3.

Za ispravno funkcioniranje sustava odgovoran je ugovorni izvrsitelj obrade.

Sve komponente videonadzornog sustava moraju biti zasti¢ene od pristupa neovlastenih
osoba, na na¢in da se uredaj za pohranu snimaka nalazi u osiguranoj prostoriji kojoj
mogu pristupiti samo ovlastene osobe, a uredaji putem kojih je mogu¢ pristup
snimkama moraju dodatno biti zasti¢eni lozinkom.

Ako osobne podatke prikupljene putem sustava videonadzora u ime Voditelja obraduje
izvrsitelj obrade, Voditelj obrade ¢e s istim sklopiti pisani Ugovor o obradi osobnih
podataka te dati jasne upute izvrsitelju obrade u odnosu na sve relevantne aspekte zastite
osobnih podataka prikupljenih predmetnim videonadzornim sustavom.

Ovlastenje za pristup i upravljanje uredajima sustava videonadzora

Clanak 4.
Odgovorna osoba voditelja obrade ovlastena je odrediti osobu/e ovlastenu/e za
pristup i upravljanje uredajima sustava videonadzora, zatim osobu ovlaStenu za
davanje ovlasti unutar sustava videonadzora putem korisnickih racuna, kao i osobu
koja ée provoditi nadzor zakonitosti koriStenja snimaka videonadzornog sustava.

Sustav video nadzora biljeZi izgled i kretanje osoba na podrucju parkinga, pokusnih objekata i
pokusnih povrsina Instituta, ulaza u zgrade Instituta, hodnika, atrija i stubista zgrada, a sve to
radi kontrole ulazaka i izlazaka te radi smanjenja izloZenosti radnika riziku od razbojstva,
provala, nasilja, krada, nanoSenja materijalne ili nematerijalne Stete i sli¢nih dogadaja na radu
ili u vezi s radom sukladno ¢lanku 1. ovog Pravilnika

Zabranjeno je postavljanje nadzornih uredaja u prostorijama za osobnu higijenu ili presvlacenje
radnika.

Osoba ovlastena za davanje ovlasti unutar sustava videonadzora putem korisni¢kih racuna kod
voditelja obrade je Ravnatelj Instituta.

Osoba koja ¢e provoditi nadzor zakonitosti koristenja snimaka videonadzornog sustava kod
voditelja obrade je ovlasteni sluzbenik za zastitu osobnih podataka.

Osoba ovlastena za pristup sustavu videonadzora i izuzimanje snimaka videonadzora kod
voditelja obrade je Ravnatel; i tajnik Instituta.

Odgovorna osoba voditelja obrade uz navedene moze odrediti dodatne osobe ovlaStene za
pristup sustavu videonadzora (u realnom vremenu i udaljeni pristup ako je moguc) i/ili
izuzimanje snimaka videonadzora.

Osobe ovlastene za poduzimanje odredenih radnji unutar sustava videonadzora moraju potpisati
izjavu o povjerljivosti te su duzne su Cuvati povjerljivost pristupnih podataka korisnickom
ratunu sustava videonadzora.



Rok pohrane snimaka sustava videonadzora i ovlastenje pristupa istima

Clanak 5.

Snimke se uvaju najduZe 6 mjeseci nakon ¢ega se automatski trajno brisu.

Iznimno, snimke potrebne u svrhu ispunjavanja zahtjeva za pristup osobnim podacima,
postavljanja ili obrane pravnih zahtjeva u sudskim, upravnim, arbitraznim ili drugim jednako
vrijednim postupcima bit ¢e izuzete i pohranjene na posebnom mediju do pravomo¢nog
okon&anja postupka.

Clanak 6.

Tijela javne vlasti imaju pravo uvida u snimke videonadzora u okviru svog zakonskog
djelokruga i pod uvjetima propisanim zakonom.
Zabranjeno je davanje snimaka videonadzora na uvid neovlastenim osobama.

Postupanje u slu¢aju povrede osobnih podataka
Clanak 7.

U sluaju sumnje na mogucu povredu osobnih podataka u odnosu na predmetni videonadzorni
sustav, svi zaposlenici duZni su postupiti sukladno uputama voditelja obrade u slu¢aju povrede
osobnih podataka odnosno bez odgadanja izvijestiti odgovornu osobu voditelja obrade o
istome, koja je u obvezi poduzeti adekvatne daljnje mjere i radnje (izvjeStavanje nadzornog
tijela, izvjestavanje ispitanika i dr.)

Po utvrdenju uzroka nastupa povrede osobnih podataka provesti ¢e se procjena adekvatnosti
primjenjivanih tehni¢ko - organizacijskih i sigurnosnih mjera zastite osobnih podataka.

Informacije o videonadzoru
Clanak 8.

Informacije o obradi osobnih podataka putem sustava videonadzora ispitanicima se pruZaju
postavljanjem obavijesti o videonadzoru, na naéin da bude vidljiva prije ulaska u perimetar
snimanja te sadrzi sve informacije iz ¢lanka 27. Zakona o provedbi Opée uredbe o zastiti
podataka, kao i putem podataka o postojanju videonadzora na internetu.

Rjesavanje zahtjeva ispitanika za ostvarivanjem prava iz Opée uredbe o zastiti podataka
Clanak 9.

Osobe ¢iji se osobni podaci obraduju (prikaz iste na snimci) mogu podnijeti Zahtjev za
ostvarivanje prava ispitanika. Zahtjev se podnosi na sluzbenu adresu e-poste Instituta:
office@krs.hr i/ili na adresu: Institut za jadranske kulture i melioraciju kr3a, Put Duilova 11,
Split. Zahtjev se moze podnijeti i direktno sluzbeniku za zastitu osobnih podataka:

szop@krs.hr.



Snimka koja je predmet zahtjeva za ostvarivanje prava ispitanika izuzet ¢e se bez odgadanja,
odnosno odmah po zaprimanju zahtjeva koji omogucuje identifikaciju ispitanika.

Prije dijeljenja snimke video nadzora s ispitanikom/podnositeljem zahtjeva, snimka mora biti
obradena na nadin da nije moguce identificirati trece osobe vidljive na snimci.

Clanak 10.

Voditelj obrade moze opozvati/izmijeniti sadrzaj ovog Pravilnika u bilo kojem trenutku.

Clanak 11.

Ovaj Pravilnik stupa na snagu dan nakon objave na Oglasnoj plo¢i i mreznim stranicama
Instituta.

Broj: 01-6/3-26

4c. Katja Zanié

Ovaj Pravilnik objavljen je na Oglasnoj plo¢i i mreznim stranicama Instituta dana

22 .9/ 2026 . te stupa na snagu dan nakon objave.
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